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1. ACP recommends that the health care sector prioritize the cybersecurity and cyber 

resilience of health information technology (IT) systems. 
2. ACP reaffirms that developers and vendors of all health IT systems should ensure that 

their products and systems are secure-by-design and recommends that these offerings 
be secure-by-default. 

3. ACP recommends that HHS/CMS, state Medicaid agencies, and private payers ensure 
timely payment remedies for physicians impacted by large-scale cybersecurity 
incidents. 


